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Instructions:

|

(1)AII questions are compulsory. :
(2)Draw neat diagrams wherever applicable. \
(3)Assume suitable data, if necessary.

|

Q. Question Max. cO BT ’
No. Marks level
Q1 | Solve any two questions out of three: (05 marks each) 10 E
a) Examine the common HIPAA violations Causes and what are its categories? CO 1 4 |

- y

~) | Determine the Categories of password cracking attacks and give examples? Cog 3
c) Predict high-Level Threats and Vulnerabilities for mobile use at organizational CO3 4 ,
L level. ‘
f

Q2 | Solve any two questions out of three: (05 marks each) 10 1

‘ 1
a) [lustrate the Bonnets structures used in cyber crimes CO?2 300

|

' b) Recommend techniques for Neutralizing Attack Vectors. CO3 5 ‘
c) Ilustrate Proxy servers and Anonymizers. CO4 3
' Q.3 | Solve any two questions out of three. (10 marks each) 20
' a) [llustrate Preservation and retention of information by intermediaries as per IT CO4 30
| Act
o
!& Summarize Notable features of the ITAA COs 2 |
¢) Explain why phishing increases during a crisis? CO6 2

1}

Q.4 | Solve any two questions out of three. (10 marks each) 20 ‘
a) Differentiate between Steganography and cryptography CO2 2
b) Assess Emerging trends of cyber law. CO4 4

|

c) Recommend any four steps for creating Cyber security Awareness, CO6 5 i
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