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c) /rpply risk assessmeni and quantification methods to identify high-
priority threats in a healthcare system.

Solve any two questions oLlt of tirree' ( lt) marks each)
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a) /rnalyze the impact of weak monitoring mechanisms on increasing

an organization's residual ris[<.

/rpply an incident response plan to irarrdle ransolnware infectiorr in a

c orporate environment.
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c) I)xplain horv layered access cotttroi ensures confldentiality, integrit)'.

and availability.
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